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BECOME  
PASSWORD  
ROYALTY

Generate a secure password. 

Adhere to your organisation’s password policy.

Use different passwords for different accounts.

Avoid using passwords consisting of names.

Avoid including any details that may be public, for example, birthdays, 
anniversaries, a pet’s name, etc.

Apply multi-factor authentication wherever possible.

WHEN IT COMES TO PASSWORDS, LENGTH IS MORE SECURE THAN COMPLEXITY.

When considering password security, make sure you:

Your passwords are the keys to your online life. Protect them 
as you would if they were the keys to your home. Never give 

them away and keep them as secure as possible. 

BUT

A password with just 7 letters 

or numbers can be cracked 

within .29 milliseconds.

A password with 12 letters 

and numbers combined 

would take 2 centuries.




